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Manufacturer

We, Kospel Spdlka Z o.0. declare as authorised representative of the manufacturer and in
sole responsibility of the manufacturer that the listed product complies with the applicable
security requirements:

The Product Security and Telecommunication Infrastructure in Schedule 1 (Security
requirements for relevant Connectable Products) Regulations 2023.

Schedule 1 specifies security requirements that relate to manufacturers of relevant
connectable products which includes the Kospel brand. This includes the following:

Password is unique per device or defined by the user of the
device is generated by using a security mechanism that
reduces the risk of automated attacks against a class or type of
device.

1. Password

Users can report vulnerabilities relating to their products.
2. Report vulnerabilities | To report a cyber security issue please go to the web:
https://kospelglobal.com/info/psti.html

Kospel will provide security updates for this product during the
support period. The defined support period is currently 2 years
from the date of purchase. This information will be contained
3. Security updates in the UK: PSTI Statement of Compliance for all Kospel
products. Up to date information concerning the defined
support periods for the entire Kospel product range are listed
below :

Product name Model number | Defined Support Period

2 years from the date of purchase

Note: This product is not updatable.
Internet Module C.MI2 Everything is uploaded to the device during
production in the factory. Only service can
change/update the device.
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